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(500)-110     Data Management
110.1   Overall Description.
Data Management is located within TIGTA's Office of Information Technology.  The Director, Data Management, reports to the Assistant Inspector General for Information Technology.  Data Management is comprised of two functions:  Data Administration and Data Warehousing.  The two functions work together to deliver data analysis capabilities to the TIGTA business units.  This availability to data and analysis tools enables TIGTA to conduct audits, investigations, integrity projects and administrative support activities in a timely and efficient manner.  To access the Data Management's Web Home Page, click here.  *Hyperlink not available.*  To view the Office of Information Technology organization chart, click here.  *Hyperlink not available.*

TIGTA has a Computer Matching Act agreement with the Internal Revenue System. This agreement enables TIGTA to conduct computerized matches of data maintained in various Internal Revenue Service (IRS) and Treasury systems of records. The current agreement with the IRS provides for specific IRS and Treasury systems of records that may be utilized by TIGTA in performing its computer matching activities. The Computer Matching Act Agreement with IRS is periodically revised to reflect the historical Audit and Investigative uses of files and projected future customer needs.
110.2   Method of Operation
Pursuant to the Computer Matching Act Agreement with IRS, Data Management requests data from IRS and Treasury systems of records.  The data is stored in files maintained on-line and/or off-line at the TIGTA's Central Support Facility (TCSF) data warehouse.   

110.3   Access to TCSF Data. 

Access to the data residing at TCSF can be obtained by either submitting a request for user access to the TCSF Network (Form 5081) or by submitting a request for a data extract through the appropriate functional control point.  All uses of TCSF data must comply with the applicable regulations regarding the use of computer data in the Computer Matching and Privacy Protection Act of 1988 (CMPPA), Public Law 100-503.  To access TIGTA Counsel guidance on the CMPPA click on Chapter 700 Section 70.8.

110.3.1   User Access to TCSF Network. 

Users who have submitted an approved Form 5081 Information System User Registration/Change Request for access to TIGTA's NT Network will be able to access the data at TCSF with their Network logon and password.  An audit trail of TCSF data accesses is maintained and monitored for authorized use of the system.  Click here for Form 5081 if required.
110.3.2   Requests for EDP Support.

Employees should submit their EDP Support requests based on their function, in the following manner:

· Office of Audit:  Submit a Request for EDP Support to the Office of Audit Deputy Director, EDP Group.  Click here for request form.

· Investigations:  Submit a Request for EDP Support (via Form OI 7550, SED-Cincinnati Request for Assistance), to the SED-Cincinnati mailbox.  Guidelines for requesting support are documented in TIGTA's Operation Manual Chapter 400, Section 370.6.  Click here for request form.

· Chief Counsel:  Submit a Request for EDP Support to Office of Information Technology Assistant Director, Data Warehousing.  Click here for request form.

· Management Services: Submit a Request for EDP Support to Office of Information Technology Assistant Director, Data Warehousing. Click here for request form.

110.4   Files Available at TCSF.
In general, files that have been repeatedly used in support of TIGTA audits, investigations, integrity projects, and administrative support activities are stored and maintained at TCSF.  There are also one-time use files that are made available for the duration of an audit or investigation.  To view a comprehensive list of files available at TCSF, click here. *Hyperlink not available.*

110.5   Other TIGTA Data Sources.
Office of Investigations Strategic Enforcement Division (SED) maintains files of IRS and other government data related to Investigations activity, such as Date of Death and Entity files.  To view SED's mission and responsibilities in TIGTA's Operation Manual Chapter 400 Section 370 click here.  To view a list of data sources available through SED contained in Exhibit (400)-370.2 "Investigative Data Sources Available Through SED" click here.
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